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Abstract

This research presents a comprehensive approach to enhance the efficiency and performance of Wireless Sensor
Networks (WSNs) by addressing critical challenges, such as race conditions, reservation problems, and redundant
data. A novel protocol combining Self-Adaptive Redundancy Elimination Clustering and Distributed Load Bandwidth
Management is proposed to mitigate these challenges. The work intelligently extracts transmission hops and any-cast
transmission features from diversity traffic information obtained through trace files, to eliminate nodes harboring
redundant data. To optimize network organization, the number of clusters is dynamically adjusted according to the
node density using the affinity propagation technique. Furthermore, load balancing is achieved by reallocating available
bandwidth through bandwidth re-segmentation. The research also delves into the Proposed Network Infrastructure and
Channel Coordination. The architecture encompasses cooperative clustering of nodes, strategic access point selection,
data compression, and channel migration. By fostering collaboration among nodes within clusters, selecting access
points judiciously, and employing efficient data compression techniques, the network overall efficiency is significantly
improved. Channel migration strategies further bolster the network agility and responsiveness. The integration of
Channel Sensing enriches the approach by collecting channel state information, enriched with spatial and temporal node
information. This added insight empowers the network to make more informed decisions regarding channel allocation
and coordination contributing to reduced interference and optimized data transmission. As a result of the work, the
proposed methodology achieves remarkable results, including an average Packet Delivery Ratio of 99.1 % and an average
reduction of packet loss by 4.3 % compared to existing studies. Additionally, the proposed protocol exhibits an average
throughput improvement of 4.7 % and reduces average network delay to 52 milliseconds highlighting its significant
contributions to the enhancement of WSN performance.
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A novel strategic trajectory-based protocol for enhancing efficiency in wireless sensor networks

naHHble. s perieHns 3TUX npoOiaeM NpeUIoKeH HOBBIH IMPOTOKOJ, COUETAOIINN B ce0e caMoaanTHPY oLy 0Cs]
KJIACTEPH3ALMIO C YCTPAHEHHEM U30BITOYHOCTH M YIIPABJICHUE T0JOCOH MPOMYCKaHUs PacHpe/IeIeHHON HAarpy3KH.
Hcnone3yercst pa3yMHbIi crioco0 i u3BieueHus QYHKIMH Tepeadl COOOIMIEHUH ¢ «IIepecKOKOM» depe3 y3iIbl
(MX MPOMYCKOM) M Mepeiadn cooOmeHni TodoMy 13 OmmKkaimmx y3moB. s 3Toro ucmons3yercss nHGOpMaIus o
pa3HeceHHOM TpaduKe, IMoTydaeMasi Ha OCHOBE (aiIoB TPACCHPOBKH, NCKIIOUAs y3JIbI ¢ N30BITOYHBIMH JaHHBIMH.
KonmuecTBO KIIaCTEpPOB TMHAMHUYECKH PETYINPYETCS B 3aBHCHMOCTH OT IUIOTHOCTHU Y3JIOB, UCIOIB3YS METO]
pacrpocTpaHeHUs CXOACTBa. bamaHcupoBKka Harpy3KH JOCTHTAETCS IOCPEACTBOM IepepacipeneeH s JOCTyTHON
TI0JIOCHI TIPOITYCKaHUsI M TOBTOPHOI CErMEHTAINH ITOJIOCHI MPOITyCKaHus. B uccieoBanyy npeacTaBiieHa npeiaraemast
cereBas MHQPacTPyKTypa U KOOPAUHALMSA KaHAIOB. ADXUTEKTYpa BKJIIOYAET B ce0sl COBMECTHYIO KJIACTEPH3ALIIO Y3JIOB,
BBIOOP TOUKH JOCTYIIA, CKATHE TAHHBIX U MUTPALHMIO KaHAIOB. DY ()EKTHBHOCT CETH 3HAYMTEIIHHO MOBBIIIACTCS 32 CUET
B3aUMOJICHCTBYS MEX/Ly y3/1aMHU BHYTPHU KJIACTEPOB, Pa3yMHOTO BEIOOPA TOUEK JIOCTYIA M HCHIOIb30BaHUS 3P (HEKTUBHBIX
METOIOB CKaTHs JaHHBIX. CTpaTerus MUTpalyy KaHAIIOB €Iie OOJbINe MOBLIIIAeT THOKOCTh U ONEPAaTHBHOCTH CETH.
WuTerpanms criocodHOCTH 00HApY)KEHHA KaHa a 000TalIaeT MOAX0 3a c4eT cOopa HH(OPMAIIUH O COCTOSIHUH KaHaa
1 JIOTIOJTHEHUS TPOCTPAHCTBEHHON M BpeMeHHOH NH(popMaImu 00 y3max. ITa JONONTHUTEIbHAs HHYOPMAIHS TO3BOJISIET
CeTH NIPUHAMATE OoJiee 000CHOBAHHBIE PEIICHUS] OTHOCUTENIHHO PACTIPEISNICHIS H KOOPANHAIIMY KaHAJIOB, CIOCOOCTBYS
CHI)KEHHIO TIOMEX M ONTHMHU3ALNY Tepefadn JaHHbIX. [Ipe/uioxkeHHass MeTo10I0T sl TI03BOJIMIIA TTOJIYYNUTh CPEAHUM
xoadunment nocraBku naketoB (PDR) paBHublit 99,1 % 1 cpenHee cHKeHME MOTEph MakeToB Ha 4,3 % 110 CpaBHEHHIO
C CyILECTBYIOUUMH UCClIeA0BaHUAMHU. HOBBII MPOTOKONI MPOAEMOHCTPUPOBAJ MOBBILIEHUE CPEAHEN MPOIYCKHOM
crnocoOHOCTH Ha 4,7 % 1 CHIKEHHE CpeTHel 3aepKKH CETH 0 52 MC, YTO MOJUEPKUBAET €TI0 3HAYNTENbHBIH BKIaJ B
yBeIHUYeHHE Tpou3BoauTensHOCTH W SN.
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Introduction

Wireless Sensor Networks (WSNs) have emerged as a
vital technology for monitoring and collecting data from
diverse environments. However, the effective operation
of WSNs faces significant challenges, including race
conditions, reservation problems, and redundant data
storage. These challenges can lead to unpredictable
network behavior, inefficient resource utilization, and
increased communication overhead [1-4]. To overcome
these challenges, this research introduces a novel approach
that combines Self-Adaptive Redundancy Elimination
Clustering and Distributed Load Bandwidth Management.
The objective is to enhance the overall efficiency, reliability,
and scalability of WSNs, ultimately improving their utility
in various applications, such as environmental monitoring,
healthcare, and industrial automation. The primary focus of
this research is to devise a solution that dynamically adapts
to changing network conditions and optimizes resource
utilization. By extracting transmission hops and any-cast
transmission features from diversity traffic information
sourced from trace files, the proposed approach aims to
identify and eliminate nodes that carry redundant data.
This reduction in redundant information not only conserves
network resources but also reduces data transmission
latency. A critical aspect of the proposed solution is its
ability to automatically adjust the number of clusters based
on the node density. Leveraging the affinity propagation
technique, the network self-organizes into clusters,
aligning with the density of nodes in specific regions.
Additionally, the research tackles the challenge of load
balancing by redistributing available bandwidth through a
process called bandwidth re-segmentation. This adaptive
approach ensures that no single node or cluster becomes
a bottleneck enhancing the network responsiveness and

resource utilization [5-9]. The architecture of WSN is
shown in Fig. 1.

The research further explores the proposed network
infrastructure, which encompasses cooperative clustering
of nodes, strategic access point selection, data compression,
and channel migration. These components collectively
contribute to the robustness of the network architecture.
By optimizing the way nodes collaborate within clusters,
strategically placing access points, employing efficient
data compression algorithms, and intelligently migrating
channels, the network achieves improved data throughput
and reduced congestion.

Furthermore, the inclusion of Channel Sensing
enriches the network understanding of the wireless channel
environment. By collecting channel state information along
with spatial and temporal node characteristics, the network

Cluster Cluster head
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\
/

\ @ Cluster head
@ © Sensor node

Fig. 1. Architecture of Cluster based WSN
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gains valuable insights into the availability and quality of
channels. This information is leveraged to make informed
decisions about channel allocation and coordination,
thereby minimizing interference and maximizing data
transmission efficiency. In summary, this research proposes
a holistic solution to address critical challenges in WSNs.
By synergistically integrating self-adaptive redundancy
elimination clustering, distributed load bandwidth
management, and sophisticated channel sensing, the
proposed approach aims to propel the capabilities of WSNs
to new heights. The subsequent sections of this paper delve
into the technical details of the proposed methodology,
experimental setup, results, and comparisons with existing
solutions, thereby validating the efficacy of the approach
in improving the performance of WSNs in real-world
scenarios. The subsequent sections of this paper delve
into the technical intricacies of the proposed methodology,
spanning route setup, route discovery, clustering of
nodes, access point selection, and redundancy elimination
strategies. We then delve into the Cooperative Clustering
mechanism and the integration of channel sensing for
enhanced trace file generation. Additionally, we present an
innovative approach to Access Point Selection and discuss
the intricacies of the Redundancy Elimination and Outage
Interference Cancellation Model.

Related work

WSNs have gained significant attention due to their
wide range of applications. Among the key challenges in
the context of WSNs, identifying network layer attacks
is a critical concern. The paper [10] delves into the
problem of identifying network layer attacks in WSNs
with the aim of developing intrusion detection systems.
In their work, the authors outline 15 types of behavior,
which include 14 states under attack and the normal state,
providing a comprehensive framework for characterizing
network behavior in WSNs. Additionally, they specify
identification features crucial for the detection of network
layer attacks. A notable contribution of the paper is
the proposed technique for identifying attacks, which
combines the Random Forest algorithm and a probability
classifier. This innovative approach offers a promising
avenue for accurately detecting and classifying network
layer attacks in WSNs. Furthermore, the paper discusses
a detailed study of the relationship between the accuracy
of the probability classifier and the average number of
features used. This analysis allows for the reduction of the
feature space to a single feature optimizing the detection
process. The paper highlights the relative constancy of the
dependence values for most attacks in the range of 0 to
0.7 £ 0.15, followed by a decrease indicating the quality
of identification. These findings offer valuable insights into
the behavior and identification of network layer attacks in
WSNs. Race conditions and reservation problems have
been acknowledged as major hurdles in WSNs. Alleviating
these challenges requires efficient synchronization and
resource allocation mechanisms. Previous works in [10]
proposed a distributed reservation protocol that mitigates
contention and collision issues enhancing the predictability
of network behavior. Similarly, [11] introduced a time-

slot-based coordination scheme that effectively addresses
race conditions ensuring synchronized access to shared
resources. Redundancy elimination in WSNs has been
a focus to optimize network performance. Research by
[12] proposed a data fusion approach to identify and
eliminate redundant data in multi-hop WSNs. Their method
reduced communication overhead and conserved energy
by aggregating similar data packets. In another study [13],
a clustering-based technique is presented that removed
duplicate data at the cluster head, enhancing overall
data integrity and network efficiency. Load bandwidth
management plays a vital role in maintaining balanced
data traffic [14] devised a load-aware routing algorithm
that dynamically adjusts routes based on network load
preventing congestion and maximizing throughput.
Additionally, [15] introduced a bandwidth reservation
scheme that optimizes channel utilization in heavily loaded
networks by preemptively allocating resources to critical
tasks [16—18]. While prior research has provided valuable
insights into addressing individual challenges, there is a gap
in the literature concerning the comprehensive integration
of redundancy elimination, load balancing, and adaptive
clustering in WSNs. This research aims to bridge this
gap by proposing a holistic approach that combines these
techniques to enhance network performance [19-22]. In
the following sections, we present a novel protocol that
leverages the strengths of affinity propagation for self-
adaptive clustering, dynamic bandwidth re-segmentation
for load balancing, and channel sensing for improved
channel allocation. This integrated approach builds
upon the foundations laid by previous works and strives
to overcome limitations inherent to individual solutions.
The comparison of the existing works can be found in
Table 1.

In response to the issues identified in the literature
review, our proposed framework introduces innovative
solutions aimed at elevating the efficiency and performance
of WSNs. Despite the valuable contributions of previous
studies across various WSN aspects, challenges associated
with mitigating race conditions, reservation problems, and
redundant data persisted. Our framework, which seamlessly
integrates Self-Adaptive Redundancy Elimination
Clustering and Distributed Load Bandwidth Management,
takes a comprehensive approach to address these
challenges. The unique amalgamation of these components
exhibits intelligent extraction of transmission hops and any-
cast transmission features from diverse traffic information,
as validated through trace file analysis. This intelligent
process effectively eliminates nodes harboring redundant
data, marking a significant advancement in overcoming
persistent challenges observed in earlier research.

Methodology

The methodology of this research encompasses
several interconnected phases that collectively constitute
the proposed protocol for Self-Adaptive Redundancy
Elimination Clustering, Distributed Load Bandwidth
Management, and Cooperative Clustering. Each phase
aims to address specific challenges and contribute to the
overall enhancement of WSNs.
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Table 1. Comparison of current solutions

Reference Method Main Contributions Focus Areas
[10] Random Forest, Probability | — Identifies 15 types of network layer behaviors including 14 | Network layer attack
Classifier attack states and normal state. identification, Behavior

— Proposes a technique combining Random Forest and | analysis in WSNs
probability classifier for attack identification.
— Analyzes the relationship between accuracy and feature
count enabling feature reduction to optimize detection.
— Reveals relative constancy of dependence values for
most attacks within a certain range followed by a decrease
corresponding to identification quality.

[11] TTDD Proposes a two-tier data dissemination approach in large-scale | Data dissemination,
WSNSs. Provides efficient and reliable data delivery in WSNs | scalability, energy
with improved scalability and reduced energy consumption | efficiency

[12] RE-based cluster-head | Introduces a cluster-head selection algorithm based on residual | Cluster-head selection, [oT

selection energy levels. Enhances network lifetime and efficiency for | applications
Internet of Things (IoT) applications

[13] QWRP Presents QWRP, a query-driven virtual wheel-based routing | Routing protocol, mobile
protocol improving data transmission efficiency in WSNs | sinks
with mobile sinks

[14] LBRR Proposes LBRR, a load-balanced ring routing protocol for | Routing in heterogeneous
heterogeneous sensor networks. Balances traffic and improves | WSNs
network performance

[15] Ring routing Introduces an energy-efficient routing protocol for WSNs with | Routing with mobile sinks,
mobile sinks. Enhances energy conservation and prolongs | energy efficiency
network lifetime

[16] Vertical and horizontal | Presents a data dissemination protocol based on vertical and | Data dissemination,

segregation data protocol | horizontal segregation. Improves data delivery efficiency in | efficiency
WSNs
[17] Hilbert-chain topology for | Proposes the use of Hilbert-chain topology to conserve energy | Topology for energy
energy conservation in large-scale WSNs. Enhances energy efficiency and network | conservation
longevity

[18] Optimal location for | Investigates the optimal placement of mobile sinks in WSNs | Mobile sink placement,

mobile sink in WSNs for efficient data collection. Enhances data gathering efficiency | data collection

[19] Efficient data gathering | Introduces efficient data gathering techniques using mobile | Data gathering with mobile

with mobile collectors collectors. Optimizes data collection in WSNs collectors

[20] Adaptive data collection | Discusses adaptive data collection strategies to prolong the | Data collection strategies

strategies in WSNs lifetime of WSNs with constrained resources in WSNs

[21] Trust-based on-demand | Proposes a trust-based on-demand multipath routing protocol | Trust-based routing in

multipath routing in | for Mobile Ad-Hoc Networks (MANETSs) to enhance security | MANET
MANET and reliability
[22] Efficient Trusted Secure | Presents an efficient and trusted secure on-demand multipath | Secure multipath routing in

Ad-Hoc On-Demand
Multipath

routing approach for MANETS, focusing on security and
reliability

MANET

Route Setup and Route Discovery
In the Route Setup phase, the process of establishing

tc=

communication routes within the network is initiated.

Sensor nodes play a pivotal role in forwarding packets to
their intended destinations. To achieve efficient routing,
each node gathers crucial metadata about its neighboring
nodes, particularly focusing on the transmission cost (zc)

associated with these connections.

The fc value represents the number of transmissions
required for a packet to be successfully received at the
destination. This value encapsulates the probabilistic
aspects of communication. The probability of forward (p)
and backward (q) packet reception over a link forms the

basis for tc calculation:

1
pxq

where p X g represents the multiplication of the probabilities

of forward (p) and backward (g) packet reception over a link.
Nodes then store this transmission cost information

contributing to the dynamic routing decision process.

In the Route Discovery phase, a source node that

intends to transmit data initiates the process to identify
multiple potential paths to the destination. This phase is
crucial for optimizing data transmission reliability and
efficiency. The proposed multipath routing protocol
capitalizes on reliability metrics, such as transmission cost,

optimal traffic ratio, and remaining energy.
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A Route Request (RR) packet is generated by the source
node and disseminated throughout the network. When
an intermediate node receives an RR packet, it evaluates
the transmission cost, optimal traffic ratio, and remaining
energy associated with different paths from the source to
the destination. The goal is to identify an optimal route
that balances these factors. The node then forwards the RR
packet to its neighboring node with the minimum computed
cost contributing to route discovery.

Clustering of Nodes

Recognizing the significance of clustering in managing
the impact of sink mobility and network scalability, the
Clustering of Nodes phase aims to create a hierarchical
structure within the network [23, 24]. Clustering allows
for efficient management of network overhead in large-
scale scenarios. The selection of cluster heads plays a
critical role in this process, as they become coordinators
for their respective clusters. Clustering Based on Location
Similarity. In this approach, nodes are clustered based
on their spatial proximity. This mechanism ensures that
clusters are composed of direct neighbors. The goal is
to mitigate the impact of node mobility on the network
structure by containing topological changes within each
cluster. Clustering Based on Node Density Similarity:
nodes are grouped based on their node density, which is
determined by factors such as node degree, speed, and
battery power. The clustering process aims to identify
clusters with similar densities. Cluster head selection within
this approach is influenced by criteria such as high node
degree and node density.

Cooperative Clustering and Access Point Selection

Cooperative Clustering constitutes the generation of
multiple cluster heads to enhance scalability and resource
utilization. Cluster heads serve as access points for channel
allocation and data dissemination. This approach aims to
optimize spatial resource reuse, reducing interference and
optimizing channel efficiency. The Access Point Selection
mechanism employs game-theoretic principles to aggregate
channels for data transmission. Utility functions are
designed considering Quality of Service (QoS) requirements
and energy consumption. Channels with varying widths
are allocated to access points, with a focus on non-
overlapping channels for efficient channel allocation.

Redundancy Elimination and Outage Interference
Cancellation

The Redundancy Elimination and Outage Interference
Cancellation phase addresses interference and redundancy
through advanced scheduling techniques. These techniques
encompass CDMA-based systems, multi-carrier frequency-
division multiple access, and time division multiple access.
The central objective is to optimize packet delay jitter, a key
factor in ensuring efficient packet scheduling and resource
allocation. This phase relies on network information
and employs heuristics to eliminate interference and
redundancy ultimately enhancing overall network stability
and ensuring the QoS levels.

Results and discussion

In this chapter, we present a comprehensive
experimental setup and discuss the evaluation results of

the proposed methodology. The performance of the various
components and strategies described in earlier sections is
assessed through simulations conducted in a controlled
environment. We describe the simulation platform,
evaluation metrics, experimental scenarios, and provide a
detailed analysis of the results.

Simulation Environment

To conduct a rigorous evaluation of the proposed
methodology, we utilized the NS2 (Network Simulator 2)
platform. NS2 is a widely accepted network simulation
tool that allows us to model wireless communication
scenarios accurately. It provides a versatile environment for
simulating MANETSs and assessing protocol performance
in a controlled and reproducible manner. Table 2 shows the
parameters used in the work.

Evaluation Metrics

We employed a set of well-defined evaluation metrics
to measure different aspects of the proposed methodology
performance:

Throughput: measures the rate of successful data
transmission from source to destination reflecting the
network capacity to deliver data efficiently.

Packet Delivery Ratio (PDR): represents the ratio of
successfully received data packets to the total number of
packets generated indicating the reliability of data delivery.

Routing Overhead: measures the additional data packets
generated for routing and control purposes reflecting the
efficiency of the routing mechanisms.

End-to-End Delay: quantifies the time taken for
data packets to travel from the source to the destination
providing insights into network latency.

Packet Loss: indicates the percentage of data packets
that were not successfully delivered to their intended
destinations.

Energy Utilization: assesses the energy consumed by
network nodes during data transmission, highlighting the
energy efficiency of the proposed strategies.

Results and Discussion

We conducted extensive simulations for each
experimental scenario and analyzed the results
comprehensively. The performance metrics were plotted on
graphs, numerical values were tabulated, and comparisons
were drawn between the proposed methodology and
existing solutions. In Fig. 2, we present the throughput
performance of the proposed methodology under varying
node densities.

Table 2. Simulation parameters

Simulation Parameter Value
Simulator NS2
Topology Size, m 1000 x 1000
Number of Nodes 200
Bandwidth of the Network, Mbps 2
Traffic type CBR
Pause Time, s 10, 20
Data Packet size, bytes 512
Buffer size, packets 30
Simulation Time, min 30
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Packet Delivery Ratio

PDR is a crucial metric that indicates the reliability
of a network. It quantifies the proportion of data packets
successfully received by their intended destinations
compared to the total number of packets generated by the
source node. In WSNs, a high PDR signifies the network
ability to deliver data accurately and efficiently.

A high PDR is desirable as it reflects a network
ability to maintain reliable communication under various
conditions. It ensures that data generated by source nodes
actually reaches the intended recipients without being lost
or corrupted during transmission. This metric is particularly
important in applications where data accuracy and integrity
are paramount, such as environmental monitoring or critical
event detection.

Packet Loss

Packet loss is an undesirable event that occurs when
data packets do not reach their intended destinations due
to factors like collisions, interference, or node failures.
These issues can lead to data corruption and hinder the
successful transmission of critical information. Packet loss
impacts the overall network performance and may result
in incomplete or inaccurate data collection. The proposed
algorithm aims to mitigate packet loss by employing early
detection mechanisms. When the algorithm identifies a
lost packet, it takes preventive measures to halt further
transmission from the affected node. By doing so, the
algorithm prevents the redundant transmission of data that
may further contribute to network congestion and resource
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Fig. 3. Packet Delivery Ratio Analysis against Data Traffic

depletion. Addressing packet loss is crucial for maintaining
the reliability of data communication in WSNs. Detecting
and handling packet loss promptly helps ensure that the
network operates efficiently and effectively, meeting the
requirements of various applications.

Delay

Delay, in the context of WSNs, refers to the time
it takes for data packets to travel from the source node
to the destination node. Delay is influenced by factors,
such as network congestion, the number of hops a packet
traverses, and the overall traffic load. Excessive delay
can lead to delays in data collection and transmission
impacting the real-time nature of applications that depend
on timely information. Reducing delay is crucial, especially
in applications like industrial monitoring or emergency
response systems, where rapid data exchange is essential.
By optimizing routing paths, managing network traffic, and
minimizing the number of hops, delay can be minimized
enhancing the network efficiency and responsiveness.

Performance Analysis of Strategic Trajectory
for Throughput Maximization

The proposed protocol, based on a strategic trajectory
for throughput maximization, focuses on optimizing
network performance by improving channel coordination
among cluster-based nodes. This strategy enhances data
transmission efficiency and throughput, enabling the
network to handle more data traffic while maintaining
reliability.

In Fig. 3, the analysis of PDR against data traffic is
depicted. Higher node mobility leads to increased PDRs.
However, it’s important to note that this also introduces
challenges such as higher path maintenance overhead and
network delay. Achieving a balance between node mobility
and network reliability is a key consideration in optimizing
packet delivery performance.

Fig. 4 illustrates the comparison between the proposed
protocol and existing ones in terms of network overhead.
The proposed protocol outperforms existing solutions
due to its effective packet scheduling algorithm and
bandwidth compression constraints. Lower overhead
translates to better network efficiency and reduced resource
consumption.

Routing latency, as depicted in Fig. 5, is impacted by
network traffic and the efficiency of channel allocation.
The proposed protocol effectively handles data transfer and
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Fig. 4. Overhead Analysis against Data Traffic
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routing complexities, resulting in minimal latency. This is
essential for maintaining timely data communication and
responsiveness.

Performance Analysis of Protocols with Multiple
Energy Efficient Routing

This section focuses on the performance analysis of
various energy-efficient routing protocols in the context
of WSNs. The aim is to assess the effectiveness of these
protocols in terms of critical performance metrics, such as
throughput, PDR, network overhead, and packet loss.

The evaluation compares the proposed scheme against
existing schemes in terms of PDR and energy utilization.
The results demonstrate that the proposed scheme exhibits
better energy efficiency and PDR compared to the existing
scheme.

Fig. 6 showcases the performance analysis of energy
utilization in multiple mobile sink scheduling. The
proposed scheme effectively addresses the energy hole
problem resulting in a gradual increase in residual energy
when compared to the existing scheme.

Fig. 7 displays the performance analysis of PDR in
multiple mobile sink scheduling. The proposed scheme
achieves a higher PDR due to improved connectivity
among nodes, contributing to effective coverage and
communication performance.

The proposed clustering algorithm achieves a higher
PDR while utilizing significantly less energy compared
to the existing approach. The scalability and reliability of
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Fig. 6. Performance of Energy Utilization of Multiple Mobile
Sink Scheduling
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Fig. 7. Performance Analysis of Packet Delivery Ratio
of Multiple Mobile Sink

the proposed protocol are highlighted in the analysis. The
network lifetime and effectiveness of the proposed scheme
in optimizing system energy while ensuring communication
performance are evident from the results.

Performance Analysis on Self Adaptive Redundancy
Elimination

This subsection introduces the concept of Self Adaptive
Redundancy Elimination Clustering and Distributed
Load Bandwidth Management Constraints. The protocol
emphasizes load balancing and redundancy elimination in
the network. It also utilizes a routing table containing trace
information to handle the distribution of data within the
network effectively.

Fig. 8 illustrates the results of the throughput analysis
for the Self Adaptive Redundancy Elimination Clustering
protocol. The protocol exhibits superior throughput
performance compared to existing Quality of Data (QoD)
protocols. This improvement is attributed to effective data
distribution and load balancing strategies.

Fig. 9 presents the overhead analysis of the Self
Adaptive Redundancy Elimination Clustering protocol. The
graph demonstrates that the protocol effectively manages
overhead by optimizing the transmission of control
packets across multiple hops. This efficient overhead
management contributes to improved network performance.
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Fig. 8. Throughput Analysis of Self Adaptive Redundancy
Elimination Clustering Protocol
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The proposed protocol demonstrates better throughput,
lower overhead, higher PDR, and reduced packet loss,
highlighting its efficiency and effectiveness.

Conclusion

In conclusion, the comprehensive evaluation conducted
within the simulated environment has yielded valuable
insights into the performance and efficacy of the proposed
protocol in a Mobile Ad-Hoc Network. The simulation
parameters were thoughtfully selected to closely emulate
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